I. INTRODUCTION

There is no place like cyberspace. It is vast, it has virtually no rules, and it is easy to get to. It is in high demand and everyone wants to stake a claim in this great new frontier. Of course, to pitch a flag, a domain name is needed.

Unfortunately, obtaining the right to use a domain name is not always easy. Sometimes the name you are looking for is already registered by someone else.1 Other times, if you are lucky enough to get the name you want, you may later face a lawsuit with a big company who is claiming you are unlawfully using “their name” in your domain. Not only does this cause frustration, but it also causes great confusion since the current laws have no straightforward answers to domain name entitlements.
Over the past few years, trademark owners have begun a strong fight to establish property rights in cyberspace. Courts and Congress have responded and are increasingly recognizing that property rights can exist in domain names under trademark and unfair competition law.\textsuperscript{2} Furthermore, the U.S. Patent and Trademark Office has recognized trademark rights in domain names and now allows federal registration of domain names.\textsuperscript{3} However, as the Lanham Act continues to expand and trademarks gain increased property protection, the time has come to reassess the purpose and benefits of protecting domain names as trademarks.

This paper discusses the impact domain names have had on trademark law. Part II describes how trademark laws apply to domain names. It briefly discusses the areas where trademarks and domain names overlap, as well as the areas where the two are completely inapposite. Part III categorizes the types of domain name disputes that commonly arise. This categorization facilitates understanding of how trademark laws can and cannot apply in domain name disputes. Part VI discusses the legal framework by which domain name disputes are currently resolved. Within that context, it discusses how trademark laws have been significantly broadened to resolve domain name disputes. Part V discusses problems with broadening trademark rights to fit domain name disputes. Finally, Part VI concludes that courts and administrative bodies deciding domain name disputes must be careful to insure that they do not stretch trademark law too far to obtain the results they desire. With a careful study of the types of disputes and the facts involved in each case, a new body of law can be formulated to effectively resolve domain name disputes without destroying the foundations of trademark law.

A trademark is “any word, name, symbol, or device, or any combination thereof” used “to identify and distinguish” goods “from those manufactured or sold by others and to indicate the source of goods, even if that source is unknown.”\textsuperscript{4} The law has recognized limited property rights in trademarks.\textsuperscript{5} Specifically, the law recognizes the right of a trademark owner to prevent others from using the mark in a manner that is likely to confuse consumers.\textsuperscript{6} More recently, the owners of “famous” trademarks have been given the additional right to exclude others from diluting, or “lessening the distinctive quality,” of their mark.\textsuperscript{7}

Trademarks have never been afforded the same broad intellectual property protections as patents and copyrights. Trademark owners do not enjoy a “right in gross” over their selected mark.\textsuperscript{8} This is partly because trademarks are not protected to reward or encourage the creation of more trademarks.\textsuperscript{9} Instead, they are protected to encourage investment in product quality and to prevent consumer deception.\textsuperscript{10} In accord with the purpose of protecting consumers, trademark rights are subject to several limitations. First, trademarks are only protected from commercial uses that infringe, meaning that they cause or are likely to cause consumer confusion, or dilute, meaning they lessen the distinctiveness of, the mark.\textsuperscript{11} Therefore, if someone takes the Coca-Cola logo and prints it on personal stationary without using it to market goods or services, there is no commercial use.

Second, trademark law allows concurrent use of the same mark, as long as the concurrent use does not confuse customers.\textsuperscript{12} Thus, both Delta Airlines and Delta Faucets can use the same trademark without any problems. Third, trademark protection is limited geographically. Under common law, trademarks are protected only in the area in which they are actually used.\textsuperscript{13} Federally registered trademarks are protected within the entire United States.\textsuperscript{14} There is no source of trademark law that provides international protection.\textsuperscript{15} Finally, trademark law allows “fair uses,” so others may use the trademark in its descriptive function, rather than its trademark function, as such use does not give rise to confusion.\textsuperscript{16}

Given the limited nature of trademark property rights, trademark owners do not have the “right” to use their trademark in a domain name.\textsuperscript{17} While trademark owners may use their mark in a domain
name, they generally do not have the right to exclude others from using the domain name unless the use gives rise to a likelihood of confusion or dilution.

However, as commercial markets have globalized, and technology has increased the world’s ability to communicate and advertise, trademark law has undergone significant changes. Specifically, the recognition of value in domain names has caused courts and Congress to stretch the trademark laws to give trademark owners more protection. In fact, in some instances, it appears trademark owners do have property rights in domain names.

Domain names are incredibly valuable because they allow millions of customers to access goods and services 24 hours a day at little to no cost. However, the fact that a domain name is valuable does not make it protectible property. Domain names warrant property protection only when they are recognized as trademarks. In some instances, domain names do serve as valuable source-identifying trademarks. Companies may register their trademarks in domain names and then establish web sites to provide goods and services with them. For example, CNN provides its news services at “www.cnn.com.” However, many times domain names are not used as trademarks. In some circumstances, the domain names are used merely as addresses, similar to telephone numbers. For example, CNN could register “www.cnn.com” and post only a picture of a monkey on the web page. The use of the domain name would not constitute trademark use since it is not used to identify CNN’s goods and services. Instead, it is just an address for people to use to access a picture of a monkey. Similarly, domain names are not used as trademarks when they consist of generic terms. For example, “www.wine.com” is generic, so it is not protectible as a trademark, even if it is used to identify the source of goods and services.

Yet even when domain names are also trademarks, they always serve as functional addresses. They are used by consumers to reach desired web pages, and to e-mail desired people. Additionally, domain names are used globally since they are associated with the Internet. Thus, the billion-dollar question arises – under what circumstances should domain names obtain protection as trademarks? To reach this answer, it is necessary to first analyze the types of domain name disputes that arise.

III. DOMAIN NAME DISPUTES

Domain name disputes are complex because different people register different types of domain names for different reasons. Domain names are acquired to set up businesses, to provide information to the public, to establish “personal” identities on the Internet, and even to “pirate” for a profit. Unfortunately, there are only a limited number of domain names, and it is difficult to ascertain who should be able to use what domain name. For example, who is entitled to use the domain name “www.atlas.com?” Should it go to ATLAS, a large publicly traded moving company who has expended millions of dollars advertising their name? Should it go to the “mom and pop” grocery store, ATLAS, because they have been in business six months longer than the moving company? Should it go to the two innovative kids who want to set up a mapping and climate information web site? Should it go to the famous actress named Cheryl Atlas? Should it go to anyone who wants it even if that person does not use it?

There are no existing laws that give exclusive “rights” in domain names. Furthermore, the nature and factual backgrounds of each dispute differ so greatly that there is no one way to resolve domain name disputes. To understand the proper legal framework surrounding these disputes, it is essential to categorize the type of disputes that arise.

A. Cybersquatter Disputes
The first and most well known type of domain name dispute involves cybersquatters. Cybersquatters register domain names for the express purpose of later selling the domain names to someone else for a profit.24 Some cybersquatting is perfectly legal. For example, registering the domain name “www.eat.com” in hopes to later sell the name is legal. The word “eat” is generic, so registering the name causes no trademark conflicts. This type of cybersquatting has turned into a very valuable practice. In fact, the domain name “business.com” was recently purchased for $7.5 million.25 However, it is illegal for cybersquatters to register domain names containing trademarks and trade names with the intent of later selling the domain name to the trademark owner.26

Some cybersquatters pirate personal names instead of trademarks.27 These disputes are even more difficult. Generally, cybersquatters register the names of celebrities, athletes and politicians in hopes that the person whose name is incorporated in the domain name will purchase the domain name for an incredibly high price. Problems arise when more than one person has the same name. For example, Michael Jordan is a former superstar basketball player. However, another Michael Jordan is the former CEO of Westinghouse.28 There are probably hundreds, if not thousands, of other Michael Jordans around the world. Should trademark law allow one to take the domain name “www.michaeljordan.com” over all the others? Current law gives celebrities, politicians, and athletes some protection under state right of publicity laws and the Lanham Act.29 However, these disputes require a careful balancing of free speech rights, private property rights and commercial interests before courts should allow famous people to stake claims in their domain names.

B. Competitor Disputes

The second type of domain name dispute involves competitor registrations. One commentator has called these “preemption” disputes.30 In these situations, people register domain names that contain the company name or trademarks of their competitors.31 Usually this is done either to block the competitor from using the domain name, or to link the domain name to their own company site so people looking for a competitor company will be drawn to the registrant’s company web site. Generally, courts can resolve these disputes under trademark infringement and unfair competition law.

C. "Palming Off" Disputes

The third type of domain name dispute involves domain names registered with the intent to “palm off” the fame and goodwill of someone else’s trademark.32 For example, a pet store could register the name “www.cocacola.com” and use it in connection with its company web site. Although the store has no interest in the name Coca-Cola, it uses the trademark as a domain name to attract people to the site. The pet store hopes once people get to its site, they will stay a while and see what the store offers. This way the pet store generates new viewers it never would have previously obtained. Palming off disputes also arise in the context of competitor disputes. In these situations, a company registers the domain name of its competitor and then links the domain name to its own company web site. This way consumers looking for the competitor will come to them first. Courts generally can resolve these disputes under unfair competition, trademark infringement, and dilution law.33

The fourth type of domain name dispute involves parodies.34 In these situations, someone registers a domain name that resembles a company name or trademark.35 The domain name is then used in connection with a web site that includes commentary or makes a political or satirical point about the company or trademark it resembles.36 The legality of this practice is questionable. In some cases, parody uses of trademarks are protected by the First Amendment.37 However, in other cases courts have allowed trademark rights to trump First Amendment rights, particularly when there are other avenues of expression that the defendant could use that do not infringe a trademark.38
These are significant disputes considering there are hundreds, if not thousands of “sucks” sites on the Internet. People frequently register domain names such as “companysucks.com” to voice their dissatisfaction with the company or its services. In response, many companies are registering these domain names themselves to prevent this type of parody use. The unresolved question is whether trademark owners can prevent critics from registering and using the domain names. These cases should be decided by balancing the First Amendment right of the domain name registrant against the likelihood of confusion resulting from the use of another’s trademark.

E. **Conflicting Interest Disputes**

The fifth type of domain name dispute involves legitimate conflicting uses. Despite all of the hype over cybersquatters, conflicting interest disputes are the most common. In these disputes, the domain name registrant has a legitimate reason for using the domain name it has chosen. Usually, a business registers a name that corresponds with its trade name or trademark. Unfortunately for the domain name registrant, another person may also have trademark interests in the domain name. For example, a small irrigation business could register the domain name “www.delta.com” to correspond with its trade name. A year later, DELTA Airlines may want to sue the small company asserting it has more of an interest in the name, and thus deserves the domain name as well. These cases are very problematic.

Traditional trademark law allows concurrent use of the same trademark. Therefore, there is nothing wrong with both the small irrigation company and the airline using the name “DELTA.” Problems arise only when the use of the same mark gives rise to a likelihood of confusion or dilution. Unfortunately, only one person or entity can use the domain name “delta.com,” even though there are hundreds of “DELTA” trademarks. Does one company deserve the domain more than the other?

The simple answer is probably not. Whoever was smart enough to register the name first should win. Unfortunately, in some cases owners of famous, or at least well financed, trademarks may try to overextend the scope of their trademark rights to take a domain name away from the owner of a weaker trademark. This is known as “reverse domain name hijacking.” Often times the owner of the weaker mark does not have the financial ability to fight the large trademark owner in court and is forced to give up its domain name.

There are also other legitimate conflicting uses that involve surnames and nicknames rather than trademarks. For example, the makers of Gumby and Pokey toys threatened to sue a 12-year-old boy who registered his nickname, “pokey.com.” Similarly, Archie Comics threatened a family that registered their newborn daughter’s name, “veronica.org.” and Ty Inc., the beanie baby creator, sued a man who registered his three-year-old son’s name in “ty.com.” To date, most of the lawsuits involving surnames have either been dropped or settled in favor of the domain name registrant.

While domain name disputes are not always easy to characterize, it is important to understand that the facts of each case may warrant completely different results in different circumstances. Particularly, it is essential to recognize that not all domain name disputes involve cybersquatters, even though those disputes are the most publicized and the most feared. In many cases, trademark owners claim they have property rights in a domain name. However, they often are not, and should not be, given the right without completely analyzing the circumstances.

IV. **THE LEGAL FRAMEWORK FOR RESOLVING DOMAIN NAME DISPUTES**

Because the types of domain name disputes vary considerably, resolving them has proven
to be a difficult task. Likelihood of confusion, unfair competition and dilution have all become recurrent themes in domain name disputes. More recently, two new theories have evolved in an attempt to deal with domain name disputes, the Anticybersquatting Consumer Protection Act and the ICANN Dispute Resolution Policy. This section will discuss the theories available to trademark owners and the problems involved in applying them.

A. Traditional Trademark Theories Used in Domain Name Disputes

Since the very first domain name disputes, trademark owners have tried to assert rights in domain names under established trademark law. Many cases have been won and lost; yet little clarity has emerged on the issue of who is entitled to which domain names.54 This is partly because the traditional trademark doctrines do not adequately cover domain name disputes. Therefore, courts have often used an expedited form of analysis to reach ideal results.55 Unfortunately, this has created a harmful trend of overlooking many relevant issues, such as whether the domain name in question is actually being used as a trademark and whether it is being used in commerce. Additionally, courts have greatly expanded certain concepts, such as the definition of a “famous” mark. This section discusses trademark infringement, unfair competition and dilution. It then explains that they do not quite “fit” domain name disputes, but courts have broadened the doctrines to accommodate trademark owners.

i. Trademark Infringement

In some instances, trademark owners may challenge domain name registrations on the basis of trademark infringement. Owners of federally registered trademarks may use Section 32(1) of the Lanham Act to enjoin another from making infringing use of their trademark.56 A trademark owner has a cause of action if the registrant is using a domain name that incorporates the owner’s trademark or a term that is confusingly similar to the owner’s trademark to sell or promote goods or services that are related to the trademark owner’s goods and services.57 To determine whether the registrant’s use of the mark creates a likelihood of confusion, courts employ a multi-factor balancing test.58 The relevant factors include (1) similarity of the marks; (2) relatedness or proximity of the two companies’ goods and services; (3) strength of the plaintiff’s mark; (4) marketing channels used; (5) degree of care likely to be used by purchasers in selecting the goods; (6) defendant’s intent in selecting its mark; (7) evidence of actual confusion; and (8) plaintiff’s likelihood of expansion in product lines.59

Generally speaking, trademark infringement is most likely to occur in the context of competitor disputes and “palming off” disputes.60 However, the other types of domain name disputes usually do not involve trademark infringement because the marks involved are rarely used in interstate commerce, or in a manner that is likely to cause confusion. In fact, a recent study showed that only 12% of domain name disputes fit within the traditional trademark infringement framework.61 For example, parody disputes are unlikely to give rise to a likelihood of confusion because the domain names are used to provide information or comment about a product, not compete with it, or pass itself off as the original. Furthermore, in conflicting interest disputes, usually either the goods and services involved are not competing or there is no commercial use. Cybersquatting disputes seem far from the realm of trademark infringement as well because they usually do not involve “commercial use,” “trademark use,” and there is simply no likelihood of confusion. However, courts have not had any difficulty stretching the trademark infringement doctrine to reach the results they desire in domain name disputes.62

First, the “use in commerce” requirement is frequently not met in domain name disputes. For example, cybersquatters often do not actually use the domain names they register with a web site.63 Instead, they simply “hoard” the marks and wait for trademark owners to approach them with a buy-out offer.64 In cases where cybersquatters do establish web pages with the domain names, they frequently
make noncommercial use of the sites. Accordingly, cases under those scenarios would not fall within the Lanham Act because the marks are not used “in commerce.” However, some courts have been willing to stretch the meaning of “use in commerce” to stop cybersquatters. For example, in *Panavision v. Toeppen*, the Ninth Circuit held that conducting business as a cybersquatter constitutes commercial use. Even though the cybersquatter made noncommercial use of the web site used with the domain name, the court held that the cybersquatter acted “as a ‘spoiler,’ preventing Panavision and others from doing business on the Internet under their trademarked names unless they pay his fee.” Similarly, in *Planned Parenthood v. Bucci*, the Southern District of New York held that the interstate commerce element is met because the domain name registrant’s actions affect the trademark owner’s ability to offer services and information over the Internet. Furthermore, the court stated that the “in commerce” requirement is met for purposes of the Lanham Act simply by establishing a web page on the Internet, regardless of its content.

To date, courts have only stretched the “in commerce” requirement in cybersquatter cases, but there is no telling if the same analysis would be used in all domain name disputes, or even all trademark disputes. This is unnerving since there are many people who legitimately establish non-commercial web sites on the Internet or reserve domain names until they get a web site established and operational.

Second, domain names are not always used as trademarks in domain name disputes. As mentioned above, cybersquatters usually do not put their domain names to “trademark use.” Because cybersquatters rarely use their pirated names at all, they cannot possibly be used to identify the source of goods and services. Furthermore, when domain names are used in a non-commercial manner, they only indicate an address on the Internet and are not functioning as trademarks. For example, use of a domain name for e-mail seems not to be trademark use but merely use as an address. However, some courts completely skim over this requirement and simply assume that using a domain name is trademark use.

Courts have held that using domain names to lure people that are looking for the trademark owner’s company web site to gain new visitors to the domain name owner’s web site is trademark use. Accordingly, “palming-off” disputes and some competitor disputes may involve trademark use. In these cases, the domain name is used specifically to confuse consumers as to the source or affiliation of the domain name.

Finally, in many domain name disputes, consumer confusion is simply unlikely. When consumers type in a name looking for a specific company or product, and a different company or individual’s page loads, the customers are not likely to be confused about whose web site they are visiting. However, courts have created a new theory called “initial interest confusion,” which allows a finding of likelihood of confusion in these situations anyway. Initial interest confusion arises when a consumer types in the web site of a company looking for specific products or services. Instead of the company’s web site loading, a different company’s web site loads. Because the consumer likes what it sees at the web page, he stays there instead of continuing to search for correct web page it was looking for, even though he knows that he had not reached the intended web page. Thus, the domain name user gains a new customer by “appropriating the goodwill” of another’s trademark. This concept is rather vague, however. In one case, a court found initial interest confusion existed when a domain name was used with a web site that contained content that was similar to the services offered by the trademark owner. In another case, the court found that the goods and services were so different between the trademark owner and the domain name registrant that the “momentary confusion” was not “substantial enough to be legally significant.” So the question becomes, what is enough? If initial interest confusion arises only when both the domain name registrant and the trademark owner have competing goods and services, the initial interest doctrine does not seem necessary.
The courts have yet to determine the scope of this concept, but there is potential for extreme interpretation. For example, if a consumer is looking for the White House web page and types in “www.whitehouse.com,” the page that loads will contain pornographic information. The majority of consumers will not think the United States President created, or associated himself with, the web site. They would simply realize the White House web page was located somewhere else. However, this could be characterized as infringing under the “initial interest confusion” concept if the consumer stayed at the porn site instead of continuing a search for the real White House web page.

ii. Unfair Competition

Unfair competition is very similar to trademark infringement, but it covers a broader scope. Unfair competition law protects trade names, as well as trademarks. This provides a remedy for people whose trade names are used in domain names unlawfully, since trademark infringement does not extend to those situations. Section 43(a) of the Lanham Act generally protects against three types of misleading commercial behavior. First, it protects against the commercial use of “any word, term, name, symbol, device, or any combination thereof” that is likely to cause confusion, mistake or deception as to the “affiliation, connection, or association” of the domain name registrant with the trademark or trade name owner. Additionally, it protects against commercial use of a name or mark that creates confusion as to the “origin, sponsorship, or approval” of goods and services provided by the domain name registrant. Finally, it prohibits the commercial use of a name or mark in connection with false advertising.

The test for proving unfair competition is generally the same as the test used in trademark infringement. Like trademark infringement, there are specific instances where domain name registrants do engage in unlawful unfair competition. For example, “palming off” disputes may very well fall within the ambit of unfair competition because the domain name registrant is using someone else’s goodwill to attract consumers to its web site. Further, competitor disputes are likely to fall within the realm of unfair competition when the domain name registrant uses its competitor’s trademark in a domain name to sell its own goods and services, or to falsely represent that it is that company.

However, most domain name disputes do not fall within unfair competition laws. Therefore, it is essential to look at the facts involved and whether the behavior actually fits within the confines of the statute when unfair competition is alleged.

iii. Dilution

Since January 1996, trademark owners have also been able to use the trademark dilution doctrine against domain name registrants. Dilution is easier to apply to domain name disputes because trademark owners do not have to show likelihood of consumer confusion or competition between the two parties. Instead, to prevail on a dilution claim, the trademark owner must show (1) that it owns a famous mark (2) defendant is making commercial use of the mark; (3) the defendant’s use began after the mark became famous; and (4) the defendant’s use of the mark in the domain name dilutes the quality of the mark by diminishing the mark’s capacity to identify and distinguish goods and services.

The dilution doctrine itself has created a large shift in trademark law by granting owners of “famous” marks a right similar to a right-in-gross. This is even more true when the dilution doctrine is applied to the Internet. For example, if dilution laws allow one trademark owner to prevent others from using “www.famousname.com,” concurrent use of trademarks on the Internet could be wholly eliminated. That would provide the trademark owner with a substantial property right – a right-in-
As if the concept of rights-in-gross for certain famous mark owners was not enough, courts have already broadened the doctrine beyond its intended scope. As with trademark infringement, courts have stretched the “use in commerce” requirement to allow dilution claims to reach cybersquatters. Courts have held that “use of the Internet is sufficient to meet the ‘in commerce’ requirement” of the Lanham Act.

Further, courts have construed the meaning of “famous” very broadly. The Lanham Act lists several factors that should be used to determine whether a mark is famous. Only a small fraction of marks are indeed famous. These marks include Xerox, Exxon, and Coca Cola. However, courts have been willing to place the “famous” label on otherwise-not-so-famous marks to stop cybersquatters. For example, does holding the mark “Intermatic” is famous really pass the “straight-face” test?

The dilution doctrine has been invoked by many large companies with well-known trademarks to recover domain names containing their trademarked words. Unfortunately, this is often used as leverage by large companies, regardless of the merits of their anti-dilution case. The big companies can afford to invoke costly litigation, while frequently the small company domain name user cannot afford to fight over the name. The same is true for trademark infringement and unfair competition claims.

B. New Developments

By the end of 1999, little clarity existed in the realm of domain name disputes. Thus, the Internet Corporation for Assigned names and Numbers (“ICANN”) and Congress took steps to clarify the domain name battlefield. Specifically, the steps taken by Congress and ICANN were aimed at curtailing cybersquatting on the Internet. Unfortunately, both the ICANN policies and the new legislation promulgated by Congress have greatly expanded trademark law in their attempt to combat cybersquatting.

i. ICANN Uniform Domain Name Dispute Resolution Policy

ICANN recently established a Uniform Domain Name Dispute Resolution Policy specifically aimed at curtailing and resolving domain name disputes. The mandatory dispute resolution policy (“ICANN Policy”) sets forth a fast-track arbitration procedure whereby trademark owners may contest certain domain name registrations. In this process, a neutral arbitrator is selected to decide the case within 45 days. This provides trademark owners with interests in domain names a quick and cheap alternative to costly litigation. Furthermore, the procedure is implemented on a global scale, so international disputes can be easily resolved without jurisdictional or choice of law problems.

To invoke the ICANN proceedings, the challenger must show (1) the registrant’s domain name is identical or confusingly similar to a trademark or service mark that the third party has rights in; (2) the registrant has no rights or legitimate interests in the domain name; and (3) the registrant registered and used the domain name in bad faith.

The ICANN Policy enumerates four particular circumstances that provide evidence of registration and use in “bad faith.” First, bad faith is present where it appears that the registrant acquired the domain name for the primary purpose of selling or leasing the domain name to the owner of the trademark or to a competitor of the trademark owner for a profit. Second, bad faith may be inferred where it appears that the registrant acquired the domain name to prevent the trademark owner from using it. This inference arises when the registrant has engaged in a pattern of such conduct. Third, bad faith is present when the domain name is registered “primarily for the purpose of disrupting the business of a
competitor.” Finally, bad faith occurs when the domain name is used to intentionally attract Internet users to the site for commercial purposes by creating a likelihood of confusion with the complainant’s mark. The ICANN Policy states that the enumerated circumstances are not exhaustive. Thus, the panel has discretion when finding bad faith.

The ICANN Policy also enumerates the ways a domain name registrant can demonstrate that they do have legitimate rights and interests in their domain name. A registrant may show that before notice of the trademark dispute was received, the registrant used the domain name, or a name similar to the domain name in connection with a bona fide offering of goods or services. A registrant may also show that he or she has been commonly known by the domain name. Additionally, a registrant may show that the domain name was used for legitimate noncommercial or fair use purposes without intending to make commercial gain by misleading customers or tarnishing the complainant’s trademark or service mark.

Remedies under the ICANN Policy are limited to cancellation of the domain name, or a transfer of the domain name registration to the complainant. Complainants with disputes can submit the case to a court of competent jurisdiction before using the ICANN Policy, and all decisions under the ICANN Policy may be appealed in court.

Several cases have already been decided under the ICANN Policy. While many of the cases seem to be clear-cut cybersquatting cases, there are other cases that are more questionable. Specifically, the interpretation of “registration and use in bad faith” has already been greatly expanded. In the very first case decided under the ICANN Policy, the panel held that the bad faith use requirement was met when “respondent offered to sell the domain name to complainant ‘for valuable consideration in excess of’ any out-of-pocket costs directly related to the domain name.” The panel concluded that it should look to prior judicial decisions defining what constitutes a use in bad faith. It used the definition of “use in commerce” from the Panavision and Intermatic cases to come to this definition of the bad faith requirement. This definition seems reasonable since both of those cases were attempts to combat cybersquatters. However, the bad faith use requirement was recently expanded. In Telestra Corp. Ltd. v. Nuclear Marshmallows, the panel found bad faith even though there was no evidence of bad faith, and none of the enumerated circumstances existed. In Telestra, the challenger owned the mark TELESTRA, and challenged the respondent’s domain name “telestra.org.” To prevail, Telestra was required to prove both “use in bad faith” and “registration in bad faith.” However, Telestra did not know who the domain name registrant was, and there was no web site used with the domain name. Without this information it would appear to be nearly impossible to show either use or registration in bad faith under the ICANN Policy. Accordingly, Telestra’s claim for bad faith was tenuous at best. The panel allowed Telestra to side step the requirement, however, by stating that bad faith can be inferred through inaction. The panel allowed Telestra to prove bad faith registration and use of the domain name by merely asserting that the registrant did not use the domain name, and therefore the registrant could not possibly have a good faith reason for registering it. Thus, the Telestra decision almost seems to allow Trademark owners to win by default if the domain name registrant cannot be contacted.

Furthermore, recent decisions imply that the bad faith requirement can be stretched to cases that clearly do not involve cybersquatters. For example, a recent case involved two companies, one operating in the United States under the trade name “Fiber-Shield Industries, Inc.,” the other operating in Canada as “Fiber Shield LTD.” Both companies had been operating under the FIBER SHIELD name without knowledge of the other. The United States company had a federal trademark registration for FIBER SHIELD and was the first to register the domain name “fibershield.com.” A while later, the Canadian company attempted to register the same name, but discovered it was already registered by the United
States company. Therefore, the Canadian company registered the domain name “fibershield.net” instead. The United States company found out about “fibershield.net” and invoked the ICANN Policy to strip the Canadian company of its domain name. Arguably, both companies have the right to use their name on the Internet. However, the panel disagreed, and found that the Canadian company registered “fibershield.net” in bad faith because they registered it after they became aware that the United States company registered “fibershield.com.” The decision did not mention exactly what the goods and services of the respective companies were, but even if the two companies offered the same services, is it fair to give the first company to register a domain name the rights to all domain names containing that mark? Furthermore, since Fiber Shield was clearly not a cybersquatting case, should the panel have decided it at all? Is this an attempt to apply United States trademark laws internationally?

While the purpose of the ICANN Policy is laudable, its application is questionable, and seems to expand trademark rights on the Internet just as much as the early court decisions.

ii. Anticybersquatting Consumer Protection Act

Congress has also lent its eyes and ears to the issue of cybersquatting. Approximately one month after the ICANN Policy was approved, President Clinton signed the Anticybersquatting Consumer Protection Act (“ACPA”) into law. The ACPA amends the Lanham Act to specifically prohibit cybersquatting.

The ACPA makes it illegal for any person with a bad faith intent to profit to register, traffic in, or use a domain name that contains a trademark that was distinctive or famous at the time of registration. This creates an entirely new doctrine of infringement, which departs from traditional trademark principles in several ways to effectuate its goal of combating cybersquatting.

First, like the ICANN Policy, the ACPA requires trademark owners to prove that the domain name was registered with a “bad faith intent to profit.” This is significant since the Lanham Act has always treated trademark infringement and dilution as strict liability torts. However, the ACPA requires bad faith, and enumerates several non-exhaustive factors for courts to consider when determining whether the domain name was registered in bad faith. Those factors include:

1. whether the domain name registrant has any trademark or other intellectual property rights in the domain name;
2. whether the domain name consists of the legal name or common name used to identify the registrant;
3. whether the registrant previously used the mark in connection with the bona fide offering of goods and services;
4. whether the registrant made noncommercial or fair use of a web site in connection with the domain name;
5. whether the registrant had an intent to divert customers from the trademark owner to harm the goodwill of the mark, either for the registrant's own commercial gain or to tarnish or disparage the mark by creating a likelihood of confusion as to the source, affiliation or sponsorship of the mark;
6. whether the registrant offered to sell or assign the domain name for a profit without ever using, or intending to use, the domain name in the bona fide offering of goods and services, or whether the registrant had a prior pattern of engaging in such conduct;
7. whether the registrant provided material and misleading false contact information when applying for the domain name;
8. whether the registrant acquired multiple domain names that the registrant knew were identical,
confusingly similar to distinctive marks, or dilutive of famous marks at the time they were registered, without regard to the goods and services of the parties;
9. whether the mark in the domain name is distinctive and famous under the statute.150

While these bad faith factors may be helpful, they also leave open areas that could be interpreted broadly. For example, the sixth factor addresses whether the registrant ever tried to sell the domain name for a profit.151 Imagine a scenario where an individual registers the name “newyorkknicks.com” to set up a fan web site. The individual spends hours of time developing his site but does not get it online before the New York Knicks send him a cease and desist letter, claiming he is infringing upon their famous trademark. He knows he cannot afford to fight the New York Knicks in court, but he does not want to hand over his domain name for nothing after all of his hard work. Therefore, he offers to sell the domain name to the New York Knicks for $500. Does this offer alone make him a “bad faith” registrant under the ACPA? Apparently some trademark owners think so, because many lawsuits similar to the scenario above have been recently filed under the ACPA.

Second, the ACPA has no general “use in commerce” requirement.152 While this allows courts to avoid stretching the Lanham Act to reach cybersquatters, this can be problematic if the courts extend the ACPA to situations that fall outside cybersquatting.

Third, the ACPA completely disregards the types of goods and services provided in connection with the trademark involved.153 This implies that Congress is willing to provide a much broader scope of trademark rights. Under the ACPA, the trademark will receive protection from someone who uses it in a domain name, no matter what the name is being used for.

Fourth, the ACPA protects not only “famous” trademarks, but also “distinctive” trademarks.154 This in and of itself is a huge leap for trademark owners. One of the biggest criticisms of applying the dilution doctrine to cybersquatting cases was that the marks involved were not really famous. Apparently it does not matter under the ACPA, because the mark will be protected as long as a court finds it is “distinctive,” a quality every registerable trademark has.

Fifth, the ACPA provides interesting remedies to trademark owners. Under the ACPA, the courts can cancel domain name registrations or transfer the domain name from the registrant to the trademark owner.155 Therefore, the court can not only declare that the domain name registrant does not have rights in the domain name but also that the trademark owner is entitled to use the domain name. Furthermore, trademark owners may elect statutory damages instead of having to prove actual damages and lost profits.156 Courts will award statutory damages between $1000 and $100,000 per domain name infringed.157

Sixth, the ACPA allows trademark owners to file in rem actions in certain instances.158 Generally, the ACPA allows in rem actions when the trademark owner cannot obtain in personam jurisdiction over the registrant or if the trademark owner cannot locate the domain name registrant after diligently trying to.159 The remedies in in rem actions are limited to cancellation or transfer of the domain name.160 This provision has already been used by Bell Atlantic to assume control of over 20 domain names.161 Bell Atlantic sued over 90 defendants who registered domain names incorporating Bell Atlantic trademarks.162 While most of the defendants relinquished the domain names to Bell Atlantic, 20 either refused or could not be located.163 Invoking the ACPA, a federal magistrate judge allowed Bell Atlantic to take all 20 of the domain names.164 This provision allows large trademark owners to sue for control of dozens of domain names at a time without having to sue each registrant separately. This allows trademark owners to assert their rights much more inexpensively and quickly. Furthermore, the in rem provisions allow trademark owners to sue domain name registrants in other
countries. They can simply state that they cannot obtain personal jurisdiction over the registrant, so they will sue the domain name instead. This provides an otherwise unavailable international remedy that will probably be very effective, since many international domain name registrants will not come to United States courts to fight for the domain.

Seventh, the ACPA protects personal names used in domain name registrations. The ACPA provides:

“Any person who registers a domain name that consists of the name of another living person, or a name substantially and confusingly similar thereto, without that person's consent, with the specific intent to profit from such name by selling the domain name for financial gain to that person or any third party, shall be liable in a civil action.”165

Violations of this section of the Lanham Act can result in cancellation or transfer of the mark, and in the court’s discretion, attorneys’ fees.166 This is also a vast departure from traditional trademark laws. Trademark laws do not protect surnames unless the names are used as trademarks and have acquired secondary meaning.167 However, the ACPA engrafts a right of publicity into the Lanham Act when domain names are involved. This raises several serious issues. As with trademarks, who is entitled to use their name in a domain name? There are many people with the same name, and there are also many fans and critics of celebrities, athletes and politicians. Apparently Congress decided that celebrities, athletes and politicians are the ones that deserve more protection than anyone else. To date, there have been many lawsuits filed under this provision as well.168

Finally, the ACPA codifies the case law rule that domain name registrars shall not be held liable for infringement in domain name disputes unless the registrant acted in bad faith.169 Accordingly, trademark owners may not sue those who issue domain name registrations.

Advocates of the ACPA argue that this new law is designed only to stop cybersquatters without having to expand the trademark doctrines any further. They say that the ACPA will only target cybersquatters and leave the rest of trademark law untouched. Unfortunately, looking at the cases already filed under the ACPA, many trademark owners are using the ACPA to claim sweeping rights in domain names and are threatening legitimate users of domain names. For example, the New York Yankees recently sued Brian McKiernan for registering the domain name “www.newyorkyankees.com”170 While McKiernan had not yet established a web site, he was planning to set up a personal fan page.171 The Yankees did not like the idea though and sued McKiernan under the ACPA. Shouldn’t a die-hard Yankees fan have a First Amendment right to set up a web page showing his love for his baseball team? The Yankees already have the domain name “www.yankees.com,” so why do they need another one? If anyone went to a fan page, he or she would almost assuredly know that it was not the Yankee’s “official site. From the facts disclosed to the media, McKiernan is not a cybersquatter, and his actions do not constitute a likelihood of confusion or dilution. Perhaps the New York Yankees are just going too far.

To date, only one case applying the ACPA has been reported.172 The case dealt with a competitor dispute where the domain name was registered merely to prevent a competing company from using the name.173 While the case was not a typical “cybersquatting case,”174 the court held that the ACPA applied because the domain name Registrant was acting in “bad faith.”175 How far the courts will extend the ACPA beyond actual cybersquatting disputes is yet to be determined.

Many critics also worry that the ACPA will undermine the inexpensive and quick procedures established by the ICANN Policy.176 Trademark owners are unlikely to file under the ICANN Policy.
when they can use the ACPA to obtain damages and to threaten the domain name registrant with a long, and costly, process.

V. THE PROBLEM WITH BROADENING TRADEMARK RIGHTS

As shown, trademark law has recently drastically broadened to accommodate domain name disputes. While in some instances it is appropriate to apply trademark law to these disputes, there are many times that it should not. For example, if there is a genuine likelihood of confusion or dilution, trademark law certainly applies. Additionally, in clear cybersquatting cases, the ICANN Policy and the ACPA should apply. However, trademark law should not be broadened to give trademark owners rights that they otherwise are not entitled to.

While “domain name law” develops, a clear trend is emerging. The law is giving more protection to trademark owners. The question is whether the law will eventually give large trademark owners property rights in domain names, i.e. the ability to exclude others from using them. In determining whether the trademark laws should reach this far, perhaps it is necessary to revisit the purpose of trademark protections. Trademarks are protected to provide consumers with accurate information about the goods and services the marks represent, and to give companies incentives to invest in their marks and increase quality control. Trademarks therefore lower consumer search costs and promote the economic functioning of the market. Marks themselves are not protected, but the law protects the goodwill the marks embody.

In some circumstances, giving monopolies in domain names can lower consumer search costs. It is well known that if a consumer is looking for a company online, their first search will be typing in “www.companyname.com.” This can be very effective when there is only one company with that name. For example, it may lower search costs for people looking for the Xerox Company, since there are probably no other companies that use that name. However, it is very inefficient for customers looking for a company that uses a mark that many other companies also use. For example, if a customer is looking for the irrigation company Delta, or the Delta faucet company and types in “delta.com” only to find Delta Airlines, consumer search costs are not lowered at all.

Furthermore, allowing monopoly rights in domain names will discourage companies from using names that are already taken. Traditional economic justifications for trademark law rest on the premise that there are an infinite number of marks available. However, there are only a limited number of domain names available. Recent estimates indicate that 97% of the names in the Webster's Dictionary have already been registered as domain names. If trademark owners are given a right in gross over domain names, concurrent uses of trademarks will become economically infeasible. For example, if a startup company knew it could never use any variation of the word DELTA in a domain name, it certainly would not adopt such a mark to use in connection with its goods and services.

Another area of concern with such a right is that it would allow trademark owners to preclude others from using not only one but several marks. It is becoming common practice for companies to register all the domain names they can think of that contain their company name. For example, Exxon currently holds the rights over more than 120 domain names incorporating the word “EXXON.” Accordingly, it is possible for Delta Airlines to register, “www.delta.com,” “delta.org,” “delta.net,” “flydelta.com,” “deltaonline.com,” and “deltasucks.com” and link them all to the same company web
page. But is it really fair to allow Delta Airlines to have a complete monopoly over all these names when there are hundreds of other companies that have an interest in the name DELTA? This hardly seems to promote “consumer differentiation among products.” Instead, it seems to promote protection of large companies who want rights in every possible variation of their name.

From a realistic point of view, the current expansion in laws gives trademark owners a significant amount of leverage. For example, many times people with legitimate interests in their domain names cannot afford to fight trademark owners. Litigation over domain names can cost from $100,000 to $250,000 and may take a very long time. Additionally, these cases are often very uncertain and can lead to unpredictable results. Naturally, this will force many to simply turn over their rights in order to avoid “corporate bullying.”

VI. CONCLUSION

Domain name disputes can and should fit within established trademark law. However, these doctrines should not be broadened to come to results-based decisions. The way the current Lanham Act and ICANN Policy are written, all legitimate claims trademark owners may have can be addressed properly if the facts involved in each dispute are carefully considered. However, the laws can also be broadened drastically to give trademark owners near rights in gross over their trademark in domain names if courts and administrative panels decide these cases too quickly. Courts and administrative panels deciding these cases should be aware of the problems such broad interpretations can create, and should avoid stretching these rights.
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